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Summary 

After receiving an access to information request from an applicant (Applicant), the Public Service 
Commission (Commission) responded to the Applicant by refusing to grant their access request. 
The Commission denied access on the basis that it was refusing to confirm or deny the existence of 
the records requested by the Applicant.  The authority to refuse to confirm or deny the existence of 
records is set out in paragraph 13 (2)(c) of the Access to Information and Protection of Privacy Act 
(ATIPP Act).  The Applicant requested the Information and Privacy Commissioner (IPC) review the 
refusal.  Following her review, the IPC found the Commission met its burden of proving that 
paragraph 13 (2)(c) authorizes it to confirm or deny the existence of records requested by the 
Applicant because revealing whether or not these records exist would cause harm to a third party 
that amounts to an unreasonable invasion of their personal privacy.  She also found the 
Commission could not rely on this authority where, for any of the records requested by the 
Applicant, these factors are not present.  The IPC reviewed the Commission’s exercise of discretion 
in applying paragraph 13 (2)(c) and concluded it exercised its discretion as required.  
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Access Request and Review 

[1] On September 21, 2018, the Applicant made the following request for access to records to 
the Commission.   

Any communication between [Commission Employee] (Director of Labour Relations…) and 
[third party] including, but not limited to emails, phone calls, written messages, memos, 
notes, text messages, letters, etc…or any communications where [third party] is the subject 
or topic.  Date range from November 20th, 2017 to June 30th, 2018 (Access Request). 

[2] On October 18, 2018, the records manager informed the Applicant that the Commission 
reviewed the Applicant’s Access Request and refused to confirm or deny the existence of any 
records under paragraph 13 (2)(c).1 

[3] On October 22, 2018, the Applicant requested the IPC review the Commission’s decision. 
 

Jurisdiction 

[4] Subsection 5 (1) provides individuals, or ‘applicants’, with a right of access to any record in 
the custody or under the control of a public body.  An access request must be made to the records 
manager.2  Once received, the records manager is required to pass on the access request to the 
public body identified therein.3  The public body must then decide what its response will be to the 
access request and pass this information on to the records manager.  The records manager is 
obligated under subsection 13 (1) to tell the applicant:4 

(a)  whether or not the applicant is entitled to access the record or to part of the record; 

(b)  if the applicant is entitled to access, where, when and how access will be given; and 

(c)  if access to the record or part of the record is refused,  

(i)  the reasons for the refusal and the provision of this Act on which the refusal is 
based, 

(ii)  the title, business address and business telephone number of an officer or 
employee of the public body who can answer the applicant’s questions about the 
refusal, and 

                                                       
1 Response from the records manager dated October 18, 2018. 
2 Subsection 6 (1). 
3 Section 9. 
4 Subsection 8 (a) and subsections 9 (a) and (b). 
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 (iii)  that the applicant may ask for a review under section 48. 

[5] Where the response by the public body is to refuse to confirm or deny the existence of a 
record in the access request, subsection 13 (2) authorizes the records manager to cite this as the 
reason for refusal.  The Commission is a public body under the ATIPP Act (Public Body). 

[6] In this case, the records manager informed the Applicant that the Public Body refused to 
confirm or deny the existence of the records requested by the Applicant in their Access Request.  It 
is on this basis that the Public Body refused access to the records requested by the Applicant.  The 
Applicant then requested that the IPC review the refusal to grant access to the records.  My 
authority to review a refusal to grant access to a record is under paragraph 48 (1)(a) of the ATIPP 
Act. 
 

Burden of Proof 

[7] Section 54 sets out the burden of proof for an Inquiry.  

54 (1)  In a review resulting from a request under section 48, it is up to the public body to 
prove  

(a)  that the applicant has no right of access to the record or the part of it in question[.] 

[8] Given that the Public Body refused to confirm or deny the existence of the records, it has 
the burden of proving its reliance on subsection 13 (2). 
 

Explanatory Note 

[9] All provisions cited herein are to the ATIPP Act unless otherwise stated. 

 

Inquiry Process 

[10] In an effort to try and settle the matter under review, the IPC requested that the parties 
provide submissions setting out their respective positions on the application of paragraph 13 (2)(c).  
After reviewing the submissions, the IPC decided to conduct an Inquiry. 

[11] The Notice of Inquiry was sent to the parties informing them about the Inquiry.  Given the 
Public Body’s reliance on paragraph 13 (2)(c), I accepted its submissions in camera.  
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I. ISSUE 

[12] The matter at issue in this Inquiry is as follows. 

Does the [Public Body] have authority, under paragraph 13 (2)(c), to refuse to confirm or 
deny the existence of the records requested by the Applicant in their Access Request? 
 

II. SUBMISSIONS OF THE PARTIES 

[13] As indicated, the submissions from the Public Body were accepted in camera.  In the 
Applicant’s submissions, their position, essentially, is that they disagree with the Public Body’s 
reliance on paragraph 13 (2)(c) to refuse access to the records requested.  

 

III. ANALYSIS 

Subsection 13 (2) 

[14] Subsection 13 (2) authorizes a public body to refuse to confirm or deny the existence of 
records requested by an applicant.  They are: 

(a)  a record referred to in section 19.1;  

(b)  a record containing information described in section 19 or section 19.1; or  

(c)  a record containing personal information about the applicant or a third party. 

[15] As indicated, the Public Body cited paragraph 13 (2)(c) as its authority to refuse to confirm 
or deny the existence of the records requested by the Applicant in their Access Request.   

[16] The majority of access to information laws in Canada have a provision similar to Yukon’s 
subsection 13 (2) wherein a public body is authorized to confirm or deny the existence of records.   

[17] Section 12 of Alberta’s Freedom of Information and Protection of Privacy Act (AB FOIPPA) is 
similar to our section 13.  It states as follows.  

12(1) In a response under section 11, the applicant must be told 

(a)  whether access to the record or part of it is granted or refused, … 

(c)  if access to the record or to part of it is refused, 
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1) a workplace harassment record8 (subsection 19.1 (1);  

2) a record containing information in or about a workplace harassment record and 
information about law enforcement9 (section 19); or 

3) a record containing personal information.10 

[23] Subsection 13 (2) does not expressly require a public body to consider the interests that 
may be negatively impacted as a result of refusing to confirm or deny the existence of a record or 
information identified in paragraphs 13 (2)(a) through (c). However, in my view, it is implied for the 
following reasons. 

[24] The words of subsection 13 (2) must be read in their entire context and in their grammatical 
and ordinary sense harmoniously with the scheme of the Act, the object of the Act, and the 
intention of Parliament.11  In addition, Yukon’s Interpretation Act requires that “every enactment 
and every provision thereof shall be deemed remedial and shall be given the fair, large, and liberal 
interpretation that best insures the attainment of its objects.”12 

[25] The words in subsection 13 (2) on their own appear to authorize a public body to refuse to 
confirm or deny the existence of a workplace harassment record, information in a workplace 
harassment record or law enforcement record, or a record containing personal information without 
having to consider the exceptions to the right of access set out in Part 2.13  However, the purposes 
of the ATIPP Act, together with the scheme of the ATIPP Act, suggest otherwise.  

[26] Purposes 1 (a) to (d) are relevant. They are as follows. 

1 (1)  The purposes of this Act are to make public bodies more accountable to the public and 
to protect personal privacy by  

                                                       
8 Defined in subsection 19.1 (1) as “a record created in the course of, or in contemplation of, an investigation about 
whether there has been, or what to do about, a violation of (a) a workplace harassment policy approved by the 
Executive Council or the Commissioner in Executive Council to govern the conduct of a public body’s employees in the 
course of their employment for a public body; or (b) a provision of a collective agreement under which the Government 
of Yukon is the employer defining, and providing a process for dealing with, workplace harassment of a public body’s 
employees by a public body’s employees.” 
9 “Law enforcement” is defined as “(a) policing, including criminal intelligence operations, (b) investigations that lead or 
could lead to a penalty or punishment being imposed or an order being made under an Act of Parliament or of the 
Legislature, (c) proceedings that lead or could lead to a penalty or punishment being imposed or an order being made 
under an Act of Parliament or of the Legislature, and (d) investigations and proceedings taken or powers exercised for 
the purpose of requiring or enforcing compliance with the law[.]” 
10 “Personal information” is defined as “recorded information about an identifiable individual.” 
11 Rizzo & Rizzo Shoes Ltd. (Re), [1998] 1 SCR 27, 1998 CanLII 837 (SCC), at para. 21. 
12 Interpretation Act, RSY 2002, c125, at section 10. 
13 These exceptions are set out in sections 15 to 25. 
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(a) giving the public a right of access to records; 

(b)  giving individuals a right of access to, and a right to request correction of, personal 
information about themselves;  

(c)  specifying limited exceptions to the rights of access; 

(d)  preventing the unauthorized collection, use, or disclosure of personal information by 
public bodies[.] 

[27] It is clear from these purposes, and the exceptions, that when applied to the right of access 
to information set out in Part 2 of the ATIPP Act, the exceptions are carefully crafted to limit access 
to information in the custody or control of a public body only as much as is necessary to protect 
certain interests.  These carefully crafted exceptions were designed to strike the right balance 
between the rights of applicants to access information in the custody or control of public bodies 
and their need to limit access in certain specified circumstances.  The concept used in AB FOIPPA 
subsection 12 (2) to strike this balance is that the right of an applicant to even know whether a 
record or information exists is circumscribed where, in subsection 13 (2), the goals of protecting 
workplace harassment records and information therein in section 19.1, the goals of law 
enforcement in section 19, and the goals of protecting personal information under the Part 2 
exceptions outweigh this right.  

[28] Based on the foregoing, my views on the interpretation and application of subsection 13 (2) 
are as follows.  

1) In order to rely on paragraphs 13 (2) (a) or (b) and refuse to say whether information 
exists as described in these paragraphs, the public body should first, consider what 
interest would be protected by refusing information subject to an access request under 
the particular subsection of sections 19 or 19.1. Next, the public body should ask 
whether refusing to say if such a record or information exists would, in the particular 
case, promote or protect the same interest.   

2) In order to rely on paragraph 13 (2)(c) and refuse to say whether a record containing 
personal information exists, the public body should first, consider what interest would 
be protected by refusing access to personal information subject to an access request 
under any applicable exception to the right of access to personal information under Part 
2. The public body should then ask whether refusing to say if such a record or 
information therein exists would, in the particular case, promote or protect the same 
interest. 
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3) The authority under subsection 13 (2) should be exercised by public bodies only in rare 
cases. 

4) Upon the IPC receiving a request for review of a public body’s decision to refuse to 
provide an applicant with access to a record on the basis it is relying one of the 
paragraphs under subsection 13 (2), the public body must provide detailed and 
convincing evidence in support of its decision. 

Does the [Public Body] have authority under paragraph 13 (2)(c) to refuse to confirm or deny the 
existence of the records requested by the Applicant in their Access Request?  

[29] The information requested by the Applicant is communications amongst two individuals, a 
Public Body Employee and a third party, and communications where the subject matter or topic is 
about the third party. 

[30] The position of the Public Body is that it is refusing to confirm or deny the existence of the 
records requested by the Applicant on the basis that the third party will suffer harm.  It submits 
that this party will suffer harm because revealing whether any of these records exist will reveal 
certain highly sensitive personal information about the third party. The Applicant’s position is that 
they disagree with the authority cited by the Public Body to refuse access to the records requested. 

[31] A public body is authorized under paragraph 13 (2)(c) to refuse to confirm or deny the 
existence of a record where revealing its existence would cause harm to an individual such that it 
amounts to an unreasonable invasion of their personal privacy.  Having reviewed the evidence, the 
Pubic Body may confirm or deny the existence of records requested by the Applicant where harm 
will occur to the third party that amounts to an unreasonable invasion of their personal privacy.  
However, where no such harm will occur and there otherwise is no unreasonable invasion of the 
third party’s personal privacy that will occur from confirming or denying the existence of the 
Records, it cannot rely on paragraph 13 (2)(c).  

Finding – Paragraph 13 (2)(c) 

[32] Having reviewed the evidence provided by the parties, I find that: 

1) the Public Body has met its burden of proving that paragraph 13 (2)(c) applies in this 
case and is authorized to refuse to confirm or deny the existence of records requested 
by the Applicant, subject to the following:   

2) the Public Body is not authorized to refuse to confirm or deny the existence of any 
records where confirmation of the existence, or non-existence, of a record would not 
cause harm to the third party or otherwise amount to an unreasonable invasion of their 
personal privacy. 
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i. The commissioner must first determine whether the exception was properly 
claimed. 

ii. If so, the commissioner must then determine whether the head’s exercise of 
discretion was reasonable.18  

[37] They also cited a prior decision of the Ontario Information and Privacy Commissioner (ON 
IPC) who indicated the following about the commissioner’s duty.  

In my view, the head’s exercise of discretion must be made in full appreciation of the 
facts of the case, and upon proper application of the applicable principles of law.  It is my 
responsibility as Commissioner to ensure that the head has exercised the discretion 
he/she has under the Act.  While it may be that I do not have the authority to substitute 
my discretion for that of the head I can and, in the appropriate circumstances, I will 
order a head to reconsider the exercise of his/her discretion if I feel it has not been done 
properly. 19  [Emphasis in original] 

[38] In the case before the SCC, it determined that the ON IPC failed to review the exercise of 
the head’s discretion in respect of the law enforcement provisions of ON FIPPA and remitted the 
matter back to the ON IPC for reconsideration.20   

[39] The exercise of discretion in subsection 13 (2) is not in relation to the authority of a public 
body to refuse access to a record as provided for in the discretionary exceptions to the right of 
access set out in Part 2.  Rather, the exercise of discretion in subsection 13 (2) pertains to the 
authority of a public body to refuse to confirm or deny the existence of those records specified in 
its paragraphs (a) through (c).  Although the context in which the exercise of discretion occurs 
differs somewhat, the basis on which the exercise of discretion occurs is the same; that is, to 
ensure that the purposes of the ATIPP Act in relation to the right of access to records in Part 2 are 
achieved.  For this reason, my view is that the manner in which the exercise of discretion occurs in 
subsection 13 (2) will be the same as for the discretionary exceptions to the right of access in this 
Part.   

                                                       
18 Ibid., at para 68. 
19 Ibid., at para 69. 
20 Ibid., at para 74.  
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Finding - Exercise of Discretion 

[40] Although the Public Body did not provide direct evidence on its exercise of discretion in 
deciding whether to exercise its authority under paragraph 13 (2)(c) to refuse to confirm or deny 
the existence of the records requested by the Applicant, I was able to infer from the evidence that 
it did so.  
 

IV. FINDINGS AND RECOMMENDATIONS 

[41] In regards to the issue under review, I find as follows: 

1) the Public Body has met its burden of proving that paragraph 13 (2)(c) applies in this 
case and is authorized to refuse to confirm or deny the existence of records requested 
by the Applicant, subject to the following:   

2) the Public Body is not authorized to refuse to confirm or deny the existence of any 
records where confirmation of the existence or non-existence of a record would not 
cause harm to the third party or otherwise amount to an unreasonable invasion of their 
personal privacy; and 

3) the Public Body exercised its discretion as required.  

[42] I made one recommendation to the Public Body. 

[43] Detailed reasons for my findings and recommendation will be provided to the Public Body in 
a separate Appendix to this Inquiry Report given my obligation under paragraph 44 (3)(b) which 
states as follows.  

(3) In conducting an investigation under paragraph 42(b) or a review resulting from a 
request under section 48, and in a report prepared under this Act, the commissioner and 
anyone acting for or under the direction of the commissioner must take every reasonable 
precaution to avoid disclosing and must not disclose 

(b) whether information exists, if the public body in refusing to provide access does not 
indicate whether the information exists. 
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Public Body’s Review after Decision 

[44] Section 58 of the ATIPP Act requires the Public Body to decide, within 30 days of receiving 
this Inquiry Report, whether to follow my recommendation.  The Public Body must give written 
notice of its decision to me and the parties who received a copy of this report, noted on the 
distribution list below.  

[45] If the Public Body does not given notice of its decision within 30 days of receiving this 
report, it is deemed to have refused to follow my recommendation.  

[46] If the Public Body does not follow my recommendation, it must inform the Applicant, in 
writing, of the right to appeal that decision to the Yukon Supreme Court.   
 

Applicant’s Right of Appeal 

[47] Paragraph 59 (1)(a), gives the Applicant the right to appeal to the Yukon Supreme Court 
when the Public Body does not follow any recommendation.  

 

          ORIGINAL SIGNED 

____________________________ 

Diane McLeod-McKay, B.A., J.D. 
Information and Privacy Commissioner 

 

Distribution List: 

• Public Body (with Appendix) 
• Applicant (without Appendix) 
• Records Manager (without Appendix) 

 


